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Abstract
Motivated by the impressive but diffuse scope of DDoS research
and reporting, we undertake a multistakeholder (joint industry-
academic) analysis to seek convergence across the best available
macroscopic views of the relative trends in two dominant classes
of attacks – direct-path attacks and reflection-amplification at-
tacks. We first analyze 24 industry reports to extract trends and
(in)consistencies across observations by commercial stakeholders
in 2022. We then analyze ten data sets spanning industry and aca-
demic sources, across four years (2019-2023), to find and explain
discrepancies based on data sources, vantage points, methods, and
parameters. Our method includes a new approach: we share an
aggregated list of DDoS targets with industry players who return
the results of joining this list with their proprietary data sources to
reveal gaps in visibility of the academic data sources. We use aca-
demic data sources to explore an industry-reported relative drop in
spoofed reflection-amplification attacks in 2021-2022. Our study il-
lustrates the value, but also the challenge, in independent validation
of security-related properties of Internet infrastructure. Finally, we
reflect on opportunities to facilitate greater common understanding
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of the DDoS landscape. We hope our results inform not only future
academic and industry pursuits but also emerging policy efforts to
reduce systemic Internet security vulnerabilities.
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1 Introduction
Distributed Denial-of-Service (DDoS) attacks were first reported
around 2000 [22, 143] and continue to cause substantial damage,
with cycles of new attack strategies and novelmitigation approaches.
While hundreds of scientific studies and proposals have provided
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academic perspectives (e.g., [66, 115, 117, 155, 156]), the more im-
pactful developments have been commercial, where the need to
mitigate the harms of DDoS led to the creation of a vibrant DDoS
mitigation market worth over US$ 1.5 Billion [60] and multiple prac-
tical attempts to deter a broad range of attacks [52, 58, 96, 160]. The
concentration of content services among a few heavily provisioned
network infrastructures has also provided some protection against
the threat of DDoS, at the cost of strengthening their oligopolies.
This combination of industry forces that benefit from DoS preva-
lence has arguably reduced the motivation for collective action to
remediate the underlying DDoS threat and its root causes.

While academic projects have attempted longitudinal analysis
of DDoS trends, gaining a consensus view of the state of the DDoS
landscape has proven elusive. We undertake an extended multi-
stakeholder analysis to pursue such consensus. We focus on direct-
path attacks and reflection-amplification attacks, two dominant
classes of attacks. We define each attack class and approaches to
detecting and mitigating them (§2). We analyze the state of industry
reporting on this topic, reviewing 24 reports to extract trends and
inconsistencies across them (§3). We then describe the range of (raw
and derivative) data sources available and challenges in comparing
them, confirming that different detection approaches, and even the
same approach using different parameters and vantage points, will
yield different inferences of attack scope, duration, and impact (§4).

We analyze ten data sets covering a four years’ period (2019–
2023) to explore discrepancies based on data sources, vantage points,
methods, and parameters (§6, §7). In the process, we use academic
data sources to explore an industry-reported relative drop in spoofed
reflection-amplification attacks following a concerted industry ef-
fort to encourage deployment of source address validation (SAV).
However, we find more differences than similarities across data sets.
Table 1 summarizes partial inconsistencies visible across various
DDoS observatories used in this paper, and also among industry
reports (from ≈ 2022). Our work reinforces findings of [117] that
singular data sources may have serious visibility limitations, which
provide the strongest empirical grounding to date for regulatory
framing to share data. Our four contributions are:

(1) We taxonomize information extracted from industry reports
characterizing DDoS phenomena in 2022-2023, which we
publish as supplementary knowledge base, including an
archive of the reports (§3).

(2) We quantitatively compare ten data sources over four years,
spanning honeypots, IXPs, and edge networks, including
industry and academic vantage points. To our knowledge
this is the largest correlation of longitudinal DDoS data ever
published (§5,6).

(3) We propose and execute a new approach to facilitating a
degree of industry transparency, by aggregating academic
sources and sharing them with industry players who then
return the results of joining these shared data sets with their
proprietary data sources to indicate gaps in visibility of the
academic data (§7).

(4) We propose several recommendations to facilitate scientific
study of the DDoS landscape and of whether proposed miti-
gations are effective. We introduce possible self-regulatory
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Figure 1: Three DDoS attack types: Direct-path spoofed (solid
line), direct-path non-spoofed (dotted line), and typically
spoofed reflection-amplification (dashed).

approaches, other potential regulatory developments, and
roles for researchers (§9).

Our empirical study clearly shows that the assessment of DDoS
trends is challenging and that collaboration between research and
industry is needed to gain sound insights. Because regulators are
now showing vigorous interest in policy intervention to reduce
systemic Internet security vulnerabilities [50, 51], we hope that the
results of this paper help inform and guide not only academic and
industry efforts but also future policy decisions.

2 Definitions, Detection, Defense
We describe the two most prevalent classes of DDoS attacks—(i)
direct-path (spoofed and non-spoofed) attacks and (ii) reflection-
amplification attacks—and methodologies to observe them. For
a broader classification of DDoS attacks, we refer to prior work
[46, 102, 105, 163].

2.1 DDoS Attack Models
Figure 1 illustrates direct-path and reflection-amplification attacks.
In either cases, an attacker 1 aims to overwhelm a target host or
target service 2 , or saturate its uplink.
Direct-path attacks. Attackers send packets directly to the target.
If the source address is spoofed [14] 3 , the target sends responses to
the hosts with the spoofed addresses. An example is the well-known
SYN-flood attack [48], where an attacker sends TCP SYN packets,
each of which induces a memory allocation related to the TCP con-
nection. The spoofed source addresses are often chosen randomly,
leading to the term randomly-spoofed DDoS (RSDoS) attacks.

Another type of direct-path attack uses non-spoofed source ad-
dresses 4 to establishmany sustained connectionswith a server [40].
This state exhaustion attack also minimizes impact on the sending
network and visibility of the attack.
Reflection-amplification attacks. The attacker indirectly sends
traffic to a target via a reflector 5 . The reflector typically produces
large responses to small requests, i.e., it amplifies [155]. Amplifiers
allow attackers to subject their target to massive amounts of traffic
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Table 1: Data comparison results: Partially inconsistent views among DDoS data observatories used in this paper measuring
decreasing ▼ (< −5% in 4 years), increasing ▲ (> 5% in 4 years), and steady ◆ trends of attack types in 2019–2023. The surveyed
industry reports from ≈ 2022, which usually compare relative share of attacks, similarly provide inconsistent views. Here,
numbers in braces indicate the number of reports out of 24 surveyed reports.

Attack Type Observatories Used in This Paper (2019-2023) Industry Reports (#)

Network Telescopes Flow Data Honeypots (≈ 2022)

UCSD Orion Netscout Akamai IXP Hopscotch AmpPot NewKid

Direct-path ▲ ▲ ▲ ◆ ▲ n/a n/a n/a ▲(5), ▼(0)
Reflection-Ampl. n/a n/a ▲ ◆ ▼ ▼ ◆ ▲ ▲(2), ▼(3)

by sourcing much less traffic from their own network, reducing the
impact as well as likelihood of detection of the attack.
Enabling platforms. Attackers today frequently rent facilities on
botnets or dedicated infrastructure, both of which are robust to take-
downs and hide the attacker’s identity. Bullet-proof hosters (BPH)
are service providers that avoid responding to law enforcement re-
quests and are lenient with acceptable use. Booter services perform
DDoS attacks for a fee. They are surprisingly resilient to takedowns
or after takedown often return shortly on a new website [31, 83].

2.2 DDoS Observatories
We describe three types of measurement that allow inferences about
DDoS attacks: network telescopes, flow monitoring, and honeypots.

Network telescopes (NT) 6 are passive measurement plat-
forms that collect packets sent to large blocks of unused IP space.
Network telescopes achieve visibility of attack preparation in the
form of scans for open reflectors or vulnerable hosts. Telescopes also
collect artifacts of certain types of attack execution, i.e., replies to
randomly spoofed packets in RSDoS attacks. By identifying typical
response packets and thresholds, network telescopes enable infer-
ence of scope, prevalence, and duration of RSDoS attacks [76, 107].
Network telescopes do not generally observe evidence of reflection-
amplification attacks, since the spoofed address in the attack traffic
is not random, but rather the address of the intended target. The
attack traffic is also destined to the reflector, rather than broadly
toward the Internet where a telescope might observe it.

On-path flow monitoring by DDoS mitigation providers.
Observing DDoS traffic toward victims requires a vantage point 7
on the path to the target. DDoS identification can rely on manual
inference, deep-packet inspection, aggregate packet- or flow-level
statistics [82], or more complex machine learning approaches [177].
IXPs, CDNs, or specialized DDoS protection service (DPS) providers
may protect their customers by scrubbing or blackholing at-
tack traffic (§2.3). These vantage points directly observe ongoing
attacks, but access to such data is limited to the network owner or
commercial DDoS mitigators serving that network.

Honeypots (HP) 8 emulate a vulnerable host to learn more
about the behavior of an attacker [117, 144]. The level at which
a honeypot interacts with a presumed attacker ranges from one
packet to full compromise and access to a service. To support the
study of DDoS, honeypots may try to appear as reflectors for com-
mon protocol vectors, e.g., DNS or NTP. To avoid participating in
attacks, honeypots stop engaging with a probing source after some

sending threshold is reached. Several honeypot platforms have been
operational for years (§6), e.g., AmpPot [84], AmpPotMod [135],
Hopscotch [167], NewKid [68], and HPI [66].

2.3 Prevention and Mitigation of DDoS
We review approaches to prevention and mitigation of the two
DDoS types we study: disabling amplifiers, anti-spoofing cam-
paigns, booter takedowns, and filtering of attacks.
Prevention: Disabling reflection-amplification vectors. Aca-
demic and industry efforts to identify and decommission open
servers that support reflection and amplification[90, 116, 123, 126,
161] have had limited success. Some services are easier to decommis-
sion than others, e.g., operators of NTP servers can disable a specific
command that enables extraordinary amplification (get monlist)
but is not of operational use. DNS servers are less amenable to such
curation of function. DNS operators must consider more complex
configuration changes, such as rate limiting, filtering (e.g., ANY re-
quests), or truncating large responses. The result is a long-standing
persistence of amplification vectors [82, 116].1

Prevention: Promotion of source address validation (SAV).
Operators have pursued efforts to reduce the number of networks
that allow source IP address spoofing, the basis of all spoofed DDoS
attacks. One such effort is the Spoofer measurement project [96],
which identifies networks that allow spoofing and assists with reme-
diation of this vulnerability. This project relies on users to download
software from CAIDA’s website and launch it in the background
on their laptop; the software tests each new network visited for
the ability to spoof. This volunteer crowdsourced approach yields
limited measurement coverage.

For many years groups have undertaken various efforts to elimi-
nate sources of spoofing in networks [47]. DDoSmitigation providers
reported a successful concerted effort since 2021 by the global In-
ternet operational community to reduce spoofing [9, 127, 133].2
Netscout reported a 17% decrease in reflection-amplification attacks
(which leverage spoofable networks) in 2022 compared with 2021,
in their view a direct result of this concerted effort [128].3 Our

1Authors of [116] continue measuring the prevalence of transparent DNS forwarders,
showing a drop in mid-2023. https://odns.secnow.net/data
2“..the lower global backbone impact was largely due to an industry wide antispoofing
initiative – the DDoS Traceback Working Group.” [133], s.a. [101].
3“In 2022 [...] a momentous 17 percent global decrease in reflection/amplification
attacks was observed when compared with 2021. ” [128].

https://odns.secnow.net/data


IMC ’24, November 4–6, 2024, Madrid, Spain Raphael Hiesgen et al.

observatories also saw drops between 2021 and 2022, of varying
magnitudes (see Figure 3 and discussion in §6.2).
Prevention: Takedown of booter services by law enforcement.
Other efforts by academia, industry, and law enforcement have fo-
cused on shutting down DDoS-for-hire services [18, 31, 49, 83].
Booters often reappear within a few months under different do-
mains, seemingly leaving little long-term reduction from the ef-
fort [31]. Our analysis of observed reflection-amplification attacks
(§6.2) shows no lasting downward trend subsequent to recent pub-
licized large-scale takedowns [18, 138, 171]. Law enforcement have
also used targeted messaging campaigns (Google search result ads
for keywords like ‘booter’) to raise awareness that these websites of-
fer illegal services. This approach may be a cheap and effective way
of reducing DDoS [31], but its effectiveness remains unclear [106],
as do the ethics of this approach [30].
Mitigation: Filtering attack traffic. Filtering ongoing attacks
at the victim’s network allows for a close loop between detection
and mitigation but limits the scope of mitigation since the victim
network must still receive attack traffic. A more effective approach
is a scrubbing service, where a third party (e.g., IXP, CDN, or DPS)
uses deep-packet inspection or application proxies to identify and
block DDoS attacks at network/application layers and forward the
sanitized traffic to their customer’s networks [45, 78, 159, 169, 177].
A coarser-grained approach is remote triggered black hole (RTBH)
filtering [63, 77, 82, 92, 113], where a target (victim) remotely trig-
gers the dropping of traffic to a whole IP prefix when one or more
addresses in that prefix is under a DDoS attack. Blackholing risks
collateral damage [77, 113].
Mitigation: Standardization efforts to support cooperative
filtering. Standards for DDoS defense and prevention are partially
documented as IETF best current practice (BCP) [12, 165], informa-
tional RFCs [23, 92], and standards-track RFCs [3, 20]. Other pro-
posed standards with weaker operational roots did not gain traction
[67, 74, 108, 150]. Operator groups have published their own BCPs
[100], and two ISPs presented a bilateral DDoS peering framework
to allow mutual filtering of DDoS traffic between peers [131, 152].
In 2020, DE-CIX proposed a technical and governance framework
to facilitate DDoS-related data sharing among Internet Exchange
Points (IXPs) [176]. The Netherlands Anti-DDoS Coalition (ADC)
has pursued a similar concept at national scale [8]. Team Cymru
has created a service to facilitate relaying of destination-based re-
mote triggered black holing (RTBH) signals between ASes [39, 75].
Deployment, scaling, and sustaining such collaborative efforts have
proven challenging [7].

3 Analyzing DDoS Industry Reports
The DDoS mitigation industry publishes reports about the state of
DDoS, identifying trends and alerting decision-makers about the
need to deploy appropriate DDoS protection. The primary purpose
of these reports is to promote use of a DDoS mitigation approach.
They also offer a glance at data usually not accessible to researchers.
Since industry and academia have diverging views [117], we were
motivated to take a close look at published threat reports. We dis-
sected 24 reports of 22 vendors to contrast numbers and trends,
laying a foundation to compare industry with academic perspec-
tives. We undertook and now publish a thorough structural analysis

of these reports as a supplementary artifact [13]; due to space con-
straints, we only summarize highlights here.
Ourmethod to survey industry reports on DDoS. DDoS report-
ing from industry is fragmented, scattered among periodic reports,
blogs, related educational resources, and talks. We limit our analysis
to written content, which we call “reports”. We collected reports
from companies listed in a relatedmarket survey [151] and excluded
global threat reports without DDoS content (e.g., [38, 59, 141]),
DDoS reports without DDoS data (e.g., [56, 153]), and DDoS assess-
ments before 2022 (e.g., [11, 132]). We considered available reports
from all major DDoS mitigation providers: A10 [1], Akamai [4],
Arelion [9], Cloudflare [29], Comcast [33], Corero [34], DDoS-
Guard [41, 42], F5 [53], Huawei [72], Imperva [73], Kaspersky [80],
Link11 [95], Lumen [99], Microsoft Azure [166], NBIP [121], Net-
scout [124], NexusGuard [130], Nokia [134], NSFocus [136], Qra-
tor [148], Radware [149], and Zayo [180]. Most reports were re-
leased early 2023 and focus on 2022. Appendix E provides details.
Presentation style. Industry reports are unlike scientific papers,
typically using vague language and lacking clarity about data anal-
ysis methodologies. They vary substantially in format and orga-
nization, from full documents to web blogs to infographics. Some
reports cover DDoS exclusively (e.g., [26, 34, 53, 72, 124]), while
others report on a range of malicious activities (e.g., [33, 134, 148]).
Technical depth spans from superficial trends to in-depth analy-
ses that explain the vectors and methods to launch attacks. Not
even the most detailed reports clearly explain the methodologies
to identify attacks or discuss limitations of their analyses. Industry
reports also do not contextualize the findings in terms of overall
traffic patterns so that readers cannot judge whether attacks are
growing in proportion with other properties, e.g., user base. Reports
mix absolute and relative values, depending on the message to be
emphasized. For example, a high increase (e.g., 500%) in some form
of attack may actually represent a small absolute change [125].

What concerns us most is that some reports cherry-pick numbers
to convince readers about the increase of DDoS attacks and the
damage they cause. Most reports highlight the growing impact of
DDoS attacks, but when the data suggests a decrease in severity,
the message is less clear. Marketing concerns may lead to revision
of reports prepared by technical staff, to present observations in a
way that is more aligned with business interests.
Metrics used by reports. The reports we analyzed used a range
of numbers to illustrate the DDoS attack landscape (in 2022) com-
pared to previous periods. The attack attributes frequently reported
by industry papers are: count: per period and attack type; size:
peak packet rate, peak bandwidth, or attack volume; duration: in
minutes/hours (e.g., “most attacks under 10 min”); vectors: pro-
tocol/packets used (e.g., TCP SYN and DNS amplification); meth-
ods: carpet-bombing [130], pulse-wave; vector instances: number
of hosts that can send attack packets; and context, e.g., cyberwar-
fare or hacktivism. Some reports include information about the use
of multi-vector attacks, attack repetition, use of botnets, targeted
industries (e.g., finance sector, IT, education), and geolocation of
attack sources and targets.
Analysis period. Most reports focus on one year, comparing with
the previous year or sometimes a few years back if highlighting a
trend. Generally, metrics show oscillations when the period used in
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a report is a quarter or a month. Comparing short periods may be
misleading, but may illustrate cyclic behaviors, e.g., use of a vector
every few months.
Comparing findings. Companies generally reported an overall
increase in DDoS attacks. Among the exceptions, F5 indicated a
decrease of 9.7% in total attacks [53], while Arelion reported a “dra-
matic” reduction of DDoS activity [9]. Arelion associated the drop
with a decrease in UDP spoofed attacks, following actions of an
“industry-wide anti-spoofing initiative” [9] (§2.3), and despite some
increase in direct path attacks. Netscout also reported a drop in
reflection-amplification attacks, and Akamai reported a decrease
in CharGEN, SSDP and CLDAP-based attacks, typical amplifica-
tion vectors. Several providers, namely Cloudflare, F5, Imperva,
NBIP, Netscout, NexusGuard, and Radware, reported substantial
increases in application-layer (L7) attacks, e.g., via HTTP/S. Consis-
tency across most reports is the dominance of UDP-based vectors,
predominantly UDP flooding.
Summary. The reports we reviewed reflect a variety of data sources
and analysis methods. Industry reports can provide directions for
researchers to perform more scientific explorations, but they do not
present or claim a scientific contribution. Given pecuniary interests
and perspectives of vendors that publish reports, our community
should consider them with care. Reported results can complement
scientific studies but still do not provide a complete picture. Our
analysis of these reports (see Appendix E and [13]) further inspired
our development of a more rigorous framework for comparison.

4 Challenges in Comparing DDoS Data
Finding consensus on the DDoS landscape faces three obstacles:
vantage point limitations; definitions and detection methods; and
inhibitions on data sharing.
Vantage point limitations. Characteristics of observed DDoS at-
tacks vary by observation point and method (§2.2). DDoS inference
in the Internet core, e.g., from flow data at IXPs, more likely underes-
timates attack length and volume of observed attacks, since some (or
all) attack traffic may transit paths other than the IXP. In contrast,
a vantage point at a DDoS protection service (DPS) or the Internet
edge, e.g., a victim’s network, observes only packets targeting or
originating from the observed network(s). Measuring close to the
target can lead to more accurate detection, but obstacles to sharing
such data. Concerns regarding privacy or reputation may prevent
its use for establishing a consensus view. Researchers have devel-
oped aggregated vantage points (honeypots and telescopes) that
have lower obstacles to sharing data. Honeypots observe reflection-
amplification attacks when an attacker selects the honeypot as a
reflector for the attack. Telescopes observe RSDoS backscatter, and
if monitoring a large enough segment of address space, they achieve
high visibility of such attacks independent of target location.
Definition of attack. Distinguishing between natural traffic peaks
and attack traffic is challenging. Honeypots need to discern scan-
ning [84] and testing by attackers from actual attacks. No single
definition can accurately capture characteristics of all attacks. Ap-
propriate thresholds depend on attack type, protocol [117], and

observatory [82]. Some attacks require additional inference and san-
itization steps, including aggregation across multiple sensors (§5).
Data sharing obstacles. Prohibitions onmulti-lateral (vs bi-lateral)
data sharing create obstacles to mitigation. Personal trust between
individual members does not automatically translate to trust in
procedures and governance of a larger collaborating group [61, 64].
The key challenge is establishing a data governance model and
legal agreements to support it. Some established such agreements
successfully [24, 174].
Longitudinal trend bias. We used normalized attack counts per
week (§6), without considering growth in traffic, customers, or mea-
surement coverage. Normalization reduces data sharing concerns
and helps control for coverage variation among data sources.

5 Data Corpus Used in This Study
We analyze nine data sets from seven observatories: 2 network
telescopes ( ), 2 DDoS mitigation providers ( ), and 3 honeypots
( ). Table 2 summarizes information about these observatories such
as the types of attack they measure: direct path (DP), reflection-
amplification (RA), or randomly-spoofed DoS (RSDoS), a subset of
DP attacks (§2.2). We compare attack data across 4.5 years (2019 to
mid-2023). To our knowledge this is the largest correlation of DDoS
data sets not only including academic but also industry sources.
Ethical considerations are discussed in Appendix A.

Each observatory captures different traffic, and thus may not
see the same attack at the same intensity, or at all. This distinction
is often a function of the vantage point (§4). Honeypots and tele-
scopes are essentially end points in some portion of attack traffic,
whereas industry (traffic flow-based) solutions sit somewhere on
the network path, perhaps toward the target endpoint. Flow data
will include not just attack-induced traffic but legitimate traffic
which can offer a baseline for comparison and inference.

Another concern is that observatories might interfere with each
other’s visibility. For example, an observed but quickly mitigated
randomly-spoofed direct-path attackmight not reflect packets into a
network telescope. Partially mitigated attacks may affect the attack
proportions inferred by other observatories (e.g., length, volume).

Finally, the attack detection strategy, including threshold pa-
rameters, defines how an observatory identifies DDoS attack in
its traffic. Lack of ground truth data on attacks prevents confident
estimates of DDoS detection accuracy. Academic sensors may over-
estimate attacks, e.g., if honeypots mistakenly interpret scans as
attacks. In contrast, industry efforts to mitigate large attacks may
miss short or low-volume attacks that nonetheless harm a target,
e.g., an uplink of an end user.

Telescopes observe (backscatter from randomly-spoofed)
direct path attacks. We used data from two of the largest, longest-
running IPv4 network telescopes: Merit’s ORION project [103] with
≈500k IPv4 addresses and UCSD’s UCSD-NT operated by CAIDA
[21], spanning a lightly utilized /9 and /10 network, i.e., ≈12M IPv4
addresses. Telescopes ( 6 in Figure 1) observe backscatter from
direct path attacks that use randomly-spoofed source addresses.
Assuming an approximately random distribution of spoofed IP
addresses, larger telescopes will receive more attack traffic and can
thus detect smaller attacks. Using the parameters suggested in [107],
UCSD-NT and ORION can detect DDoS events with attack rates
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Table 2: The observatories used in this research vary in collection methods and attack detection strategies. Honeypots use
different flow identifiers, see [117]. (Location: Geographically & Topologically distribution.)

Platform Type Attack Loc. Coverage Attack Definition

Flow Identifier Timeout Threshold

UCSD NT RSDoS US 12M IPs protocol, src IP 300s ≥ 25 pkts, ≥ 60s2
ORION NT RSDoS US 500k IPs protocol, src IP 300s ≥ 25 pkts, ≥ 60s2

Netscout Atlas (RA) DP G/T proprietary Hand-craft flow identifiers & thresholds
Netscout Atlas (DP) RA G/T proprietary Hand-craft flow identifiers & thresholds
Akamai Prolexic (RA) RA G/T proprietary Hand-craft flow identifiers & thresholds
Akamai Prolexic (DP) DP G/T proprietary Hand-craft flow identifiers & thresholds
IXP BH (RA)[82] DP G/T proprietary UDP, ampl. src port ≥ 10 IPs, > 1 Gbps
IXP BH (DP)[82] RA G/T proprietary TCP ≥ 10 IPs, > 100 Mbps

AmpPot [84] RA G/T ≈ 30 IPs Src IP, src port, dst IP, dst port 60 min ≥ 100 pkts
Hopscotch [167] RA G/T 65 IPs Src IP, dst IP, dst port 15 min ≥ 5 pkts
NewKid [68] RA BR 1 IP Src prefix, dst IP, [dst port]1 1 min ≥ 5 pkts, [≥ 2 ports]1
1 NewKid uses two thresholds, one for mono-(dst port) and for multi-protocol (≥ 2 ports) attacks. 2 See Appendix J for RSDoS inference details.

of 0.026 Mbps and 0.60 Mbps in 5 minutes, respectively. (With the
same assumptions, a /20 telescope could detect attacks of ∼70Mbps
in 5 minutes.)

For both telescopes we had the raw traffic data available. We
used the RSDoS-detection algorithm developed at CAIDA (based on
[107]) on both data sets to identify attacks, which were the basis for
our analysis. Appendix J has details of CAIDA’s current algorithm.

Monitored flow data can include both attack types. We had
access to DDoS attack counts from two DDoS mitigation providers
( 7 in Figure 1). Both observe traffic in an on-path network. The
first data set, IXP Blackholing, contains daily counts of attacks iden-
tified for traffic that was blackholed by a European IXP (method
in [82]). The second data set contains daily attack counts observed
by Netscout, which receives anonymized DDoS attack statistics
from more than 500 ISPs and 1500 enterprises worldwide. These in-
dustry sources do not share data that would reveal anything about
a customer suffering an attack. We received the daily attack counts
separated by attack type (reflection-amplification and direct-path).
Netscout also provided counts for spoofed and non-spoofed attacks
in the DP attack data. The third data set was collected by Akamai
Prolexic, a DDoS protection service (DPS) that detects and mitigates
attacks in traffic transiting its AS. It includes weekly attack counts.

Honeypots observe reflection-amplification attacks. Hon-
eypots observe DDoS attacks when their sensors are selected as
amplifiers ( 8 in Figure 1). We used data from two academic honey-
pots: Hopscotch [167] and AmpPot [84]. Although AmpPot has ≈70
IPs allocated, it responds from only ≈30, so it can associate attacks
with previous scans based on which sensors it revealed [86].

Both Hopscotch and AmpPot provided observed attack counts
and metadata (target, length, and (estimated) packet counts). We
used algorithms developed by CCC [167] to process both the Hop-
scotch and AmpPot data in the same way. We aggregated attacks
seen atmultiple sensors into one event, including carpet-bombing [68]
against many IPs, which a single sensor may not see (Appendix I
introduces our improved logic for detecting these attacks, which
we shared back with CCC).

We also have access to data from NewKid [68], but due to its
single sensor (Table 2) the weekly attack counts were erratic. For
completeness, we include it in Appendix D but exclude it from our
long-term trend analysis §6.
Data aggregation. The plots in §6 are based on attack counts for
each observatory aggregated per week, i.e., new attacks observed
each day, summed up to weekly totals. We normalized values to
the median attack count of the first 15 weeks. We used a similar
normalization as prior work [57] with an extended normalization
period to fit the irregular nature of DDoS attacks. This approach
defines a commonmetric and allows data providers to keep absolute
counts private. Plots in §7 are based on distinct targets seen by each
observatory per day, i.e., (date, IP address) tuples. The time series
count daily tuples and sum them up to weekly totals.

6 Comparing Long-term DDoS Trends
We now inspect the various DDoS detection data sets in detail and
analyze how closely their findings correlate. Our data aggregation
is described at the end of §5. For visualizing overall trends, we
evaluated the exponentially weighted moving average (EWMA) of
attack counts with a span of 12 weeks, and linear regression lines
starting in 2019 to 2022 (respective slopes reported in legends). Note
that these data sets do not allow us to distinguish between missing
data and the absence of attacks unless otherwise noted.

6.1 Direct-path Attacks
Figure 2 shows normalized attack counts for observatories of direct
path attacks. (Missing data: ORION in 2019Q3-Q4, IXP in Jan 2019.)
The telescopes observed a similar rise in attacks (Figures 2(a),
2(b)). They repeatedly saw short peaks that at least tripled attack
counts; these peaks did not coincide in time. ORION saw its largest
peaks in the first half of 2022 with smaller peaks in 2019Q2 and
mid-2021. In contrast, UCSD saw its largest peak in 2023Q2 and
small peaks in each year. In 2021 both telescopes saw an increase
in attacks until summer, followed by a mild decrease until the end
of the year. Although ORION attacks peaked in 2022Q1 and Q2 the
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(a) Network Telescope: ORION.
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(b) Network Telescope: UCSD. The peak in 2023 reaches 27.
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(c) Flow Data: Netscout Atlas.
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(d) Flow Data: Akamai Prolexic.
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Figure 2: Normalized weekly direct-path attack counts (to
median of first 15 weeks as a baseline, highlighted in grey)
show a growth in attacks over 4.5 years. Four observatories
(ORION, UCSD, Akamai, Netscout) saw an upward trend in
2023 while one (IXP) saw a downward trend. Note y-axis
scales differ.
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(a) Honeypot: Hopscotch.
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(b) Honeypot: AmpPot.
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(c) Flow Data: Netscout Atlas.
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(d) Flow Data: Akamai Prolexic.
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(e) Flow Data: IXP Blackholing.

Figure 3: Normalized weekly reflection-amplification attack
counts (to median of first 15 weeks as a baseline, highlighted
in grey) show varying behavior over 4.5 years. The most
striking similarity is the rise in attacks in 2020, and subse-
quent drop across 2021. Attacks rise again in 2023, except
for Hopscotch. Red dashed lines mark DDoS takedowns by
law-enforcement.
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subsequent downward trend continued throughout 2022. UCSD
trends remained positive for all sub-periods.

We identified three possible reasons for these divergent views of
randomly-spoofed DoS attacks. (i) The UCSD telescope is roughly
20x larger than ORION, so ORION will see fewer packets of the
same attack—provided the spoofed source addresses are uniformly
distributed (§5), which makes it harder to distinguish attacks. (ii)
Attacks may be too short-lived to rotate source addresses across
the entire address space. (iii) Some attackers might exclude known
telescopes from their address selection. Past studies showed that
even telescopes of the same size will observe different IBR [178]
and that telescopes in topological proximity, which is not the case
here, capture more similar observations [142].
Netscout Atlas observed a relatively stable growth of attacks
with an exception in 2021 (Figure 2(c)). Netscout presumably has a
stable customer base with persistent sensors that monitor traffic for
attacks. The first of two peaks, in 2020Q2, overlapped with peaks at
UCSD and the IXP but with different dynamics and amplitudes. The
peak in 2021Q1 partially overlapped with small peaks at the IXP
and Akamai. One consistent aspect of the IXP and Netscout data
(both based on observing two-way user traffic) is that relative attack
counts reached a peak during the first half of the year (2019-2022)
followed by a valley. The overall trend remained upward. However,
visibility of attacks was limited to customers willing to share data.
Akamai Prolexic observations differed from other DP observato-
ries as they exhibited a slight downward trend over the total period
(Figure 2(d)). Attacks detected at Akamai remained relatively stable,
hence the small y-axis scale. A valley in the second half of 2019
was followed by a high at the beginning of 2021 and a subsequent
downward trend in 2021. A rise in attacks throughout 2020 was
also observed by ORION and Netscout, but with more pronounced
amplitudes. While peaks in 2021 rose by a factor of ≈ 1.5 the base-
line, attacks decline overall, which was jointly observed with the
IXP. While there were several peaks in 2022, the minima dropped
below ≈0.5× of the baseline. Attacks rose again in 2023, but even
the peaks remained below 1.3× of the baseline.
The IXP observed an increase in direct-path attacks (Figure 2(e)).
Attack counts were more erratic, often dropping to zero. Attack
counts jumped ≈10× from their baseline in the first half of 2020
and 2021, and ≈30× in 2023, but dropped for the second half of each
year. The closest overlap with the telescopes was the higher activity
in mid-2021, which was only a small elevation (≈2×) in the UCSD
data. An increase in activity was common to UCSD in 2020Q1/Q2
and ORION in 2022Q1/Q2. Note the IXP data reflects traffic for
which customers requested blackholing. It is thus a lower-bound
of direct-path attacks passing this IXP and may depend on IXP
customer actions.
Trends in direct-path attacks. The linear regressions show that
four of the five observatories experienced an upward trend over
the full measurement period. A few peaks correlate across multiple
data sets, albeit at different amplitudes. In 2023, three observatories
saw a slight upward trend (UCSD, Akamai, Netscout) while ORION
saw no trend, and the IXP saw a downward trend. These divergent
observations across vantage points reflect the limited and disparate
coverage of each sensor instrumentation (§7).

6.2 Reflection-amplification Attacks
Figure 3 shows the evolution of reflection-amplification attacks in
our data sets. As in Figure 2, the y-axis range shows the difference
in observed attacks as a factor of the normalized week count. We
marked dates of known DDoS takedown operations with red dotted
lines in these plots. Per seizure warrants, these happened on Dec 13,
2022, and May 4, 2023 [138].
The honeypots in our study observed a pronounced growth of
attacks in 2020 (Figure 3(a),3(b)). Hopscotch recorded most attacks
early in 2020, when Netscout and IXP counts also increased but
with different relative amplitudes. In contrast, AmpPot saw its
highest attack peaks later in 2020, mysteriously when Hopscotch
peaks declined. Notably, all honeypots (HP) observed a decline in
attacks from late 2021 until mid-2022, when both observed a spike
not visible at the industry observatories (Netscout, Akamai, IXP).
This downward trend is consistent with industry data (Figure 3(c),
3(d),3(e)) and industry efforts to deploy SAV (see discussion in §2.3).
Netscout Atlas exhibited a stable, mild upward trend with a
pronounced rise until 2021, quick declines in early 2021 and early
2022, and a slow rise starting in Q1 of 2022 (Figure 3(c)).
Akamai Prolexic saw only small variations in attacks until 2020Q3,
when attacks increased with a peak above 2× its baseline in 2021Q1
(Figure 3(d)). The subsequent peak in 2021Q1 coincides with a
period of high attack counts for Netscout, the IXP, and AmpPot.
Like others, Akamai saw a decrease in attacks in the first half of
2021. However, the peaks in 2021Q4 are unique to Akamai. After
dropping to ≈0.5× in late 2022, attacks increased again.
The IXP observed a slow decline of attacks through most of 2019,
followed by a steep increase until 2020Q2 (Figure 3(e)). Hopscotch
and Netscout similarly observed a rise in attacks during 2020Q2,
although at lower amplitudes. 2020Q4 was a second period of high
attacks with a subsequent decline that continued (punctuated by
bursts of attacks) until 2023. While the decrease in 2021Q2 was
also observed by Netscout and Akamai, attack counts at the IXP
decreased until the turn to 2023. After a low at the turn to 2023,
attacks increase again but stayed below the baseline. This time
series was more stable than IXP direct-path attacks (Figure 2(e)).
Trends in reflection-amplification attacks. No pair of time
series exhibits similar behavior for the whole period, but all five
vantage points showed the increase in attacks in 2020 followed
by a decrease 2021. While Akamai, the IXP, and AmpPot saw this
downward trend continue through 2022, Netscout and Hopscotch
saw a flatter trend that year. Finally, attacks rose again through 2023
except for Hopscotch, which only saw a short peak in Q1. There
were also short periods (3-6 months), in which two or more time
series proceeded similarly, i.e., (i) Hopscotch, AmpPot, IXP 2019Q4,
(ii) Hopscotch, Netscout, IXP in 2020Q2, (iii) AmpPot, Netscout,
Akamai, IXP (dip in mid 2021), (iv) Hopscotch and AmpPot (peak
mid-2022), and (v) all observatories had a low in January 2023.
DDoS-service takedowns by law enforcement. Arrests and
infrastructure seizures should have an immediate effect on at-
tacks [31]. Two DDoS-takedown efforts during our observation
time left an indeterminate footprint. The first in late 2022Q4 was
followed by immediate, (small) valleys at the turn to 2023 in all four
graphs. In contrast, the takedown in 2023Q2 was only followed



An Empirical Comparison of Industry and Academic DDoS Assessments IMC ’24, November 4–6, 2024, Madrid, Spain

ORION NT
UCSD NT

IXP Blackholing
Akamai Prolexic

Netscout Atlas

Jan
2019

Jul Jan
2020

Jul Jan
2021

Jul Jan
2022

Jul Jan
2023

Time [W]

Netscout Atlas
Akamai Prolexic
IXP Blackholing

Hopscotch HP
AmpPot HP 0

1

2

3

4

≥5

No
rm

al
ize

d 
At

ta
ck

s

Ob
se

rv
at

or
y

Re
fl.

Am
pl

.
  D

ir.
Pa

th
  

Figure 4: Normalized weekly attack counts observed at our 10 vantage points. Direct-path (DP) attacks (top 5 rows) increased in
2022 while reflection-amplification (RA) attacks (bottom 5 rows) had highest intensities during 2020 and declined thereafter.
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by valleys in Figure 3(d), Figure 3(e), and Figure 3(a). Even if these
changes were caused by takedowns, their impact on DDoS trends
remained insignificant in our time series.

6.3 Trends Across Attack Types
We now take a comparative view of trends across all attack types,
even though the different methods and coverage in measurements
make this challenging.
Shifts between attack types. Figure 4 combines the time series
from Figure 2 and Figure 3 into a single heatmap. Colors repre-
sent normalized attack counts. We arrange observatories by attack
type: direct-path (top) and reflection-amplification (bottom). Over-
all, we find that time series data of the same attack type—with the
exception of Akamai—are more positively correlated, but periods
of anti-correlation also exist. Most direct-path attacks trended to-
ward increased attack counts in early 2022, although at different
intensities, before observation diverged.

In contrast, Akamai saw higher attack counts during 2019 and
2020 followed by a downward trend until 2023. Reflection-amplification
attacks showed higher intensities between 2020Q2 and the end of
2021Q2 but lacked a clear trend toward the end. Again, Akamai

differed as attack counts increased later with the highest peak in
2021Q4, and continuously show smaller peaks throughout 2022.
Even for the same attack type and measurement method, we can
see opposite trends, such as for AmpPot and Hopscotch in 2023.

When comparing across observatory types, coherence lowers
as the observed attack types differ. Netscout, which measures both
direct path and reflection-amplification attacks at the same plat-
form, observes a relative shift toward direct path attacks based
on absolute attack counts (Figure 5). The dotted line marks the
shift in 2021Q2, which matched the downward trend of RA attacks
(Figure 3(c)). This roughly echoes our observation (Figure 4) that
RA attacks were relatively high in the first two years while direct-
path attacks increased relatively in the latter years. In contrast,
Akamai consistently reported a larger share of direct-path attacks
throughout the entire period.
Correlations between attack trends. Figure 6 shows Spear-
man correlations between pairs of observatories–a linear value
between 1 (correlation) and -1 (anti-correlation). We applied the
Spearman correlation because it calculates a monotonic correlation
that is less susceptible to outliers than Pearson, a linear correla-
tion. We calculated correlations for the normalized data (left) and
the weighted moving average (EWMA) (right). Correlations with
p-values (bottom part of the figure) above 0.05 are considered sta-
tistically insignificant and have their font greyed out.

We found a low tomodest correlation between Netscout (DP) and
direct-path (DP) attack observatories (ORION 0.2, UCSD 0.33, IXP
(DP) 0.39) – except Akamai (p-value >0.05). Akamai (DP) showed a
low correlation with ORION (0.20), but exhibited high p-values in
correlations with other direct-path time series (0.06-0.72). Other DP
observatories correlated weakly (0.16-0.20). Correlations between
the EWMA were more pronounced. ORION and IXP (DP) showed
the same medium correlation as Netscout and other observatories
(0.43). The correlation between UCSD and ORION was statistically
insignificant (p-value: 0.2). Akamai (DP) was anti-correlated with
UCSD (-0.18) and the IXP (DP) (-0.45).

Our RA observatories showed higher correlations than the DP
observatories, with low to moderate pairwise correlations (0.17 to
0.59). Hopscotch had statistically insignificant correlations with
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Figure 6: Spearman correlation: Platforms that observe the same kind of DDoS event (direct-path or reflection-amplification)
show higher correlation. The Akamai direct-path time series is an exception as it correlated with reflection-amplification
observatories. The top two graphs show the Spearman correlation for the normalized data on the left and the EWM on the
right. A grey font marks correlation coefficients with a p-values above 0.05. The bottom graphs show the respective p-values.

Netscout (RA) (p-value: 0.12) and Akamai (RA) (p-value: 0.75). The
EWMA lines correlated more strongly (0.26-0.69) when significant.
For EWMA, Hopscotch and Akamai (RA) had a low p-value and
exhibit an anti-correlation (-0.20). The p-value of Akamai (RA) and
Netscout (RA) increased leaving the correlation insignificant.

Two observatories stood out in correlations across attack types:
(i) Akamai (DP) showed positive correlations with observatories
of the opposite (RA) type (0.27-0.56). (ii) ORION showed positive
correlations with four of the five RA observatories: Netscout (RA)
(0.39), Akamai (RA) (0.38), IXP (0.23), and AmpPot (0.32). Addi-
tionally, the two Netscout time series had a medium correlation
(0.48). Analysis between observatories showed low to medium anti
correlations (-0.14 to -0.36). In addition to two positive correla-
tions with ORION and Akamai (DP), the Akamai (RA) time series
only had statistically insignificant correlations with the other three
direct-path observatories. Two more correlations were statistically
insignificant: Netscout (RA) & UCSD and AmpPot & Netscout (DP).

Apart from Akamai, time series of the same attack type tended
to correlate more strongly, i.e., the attack counts evolved in similar
ways. This correlation did not hold for all pairs of observatories
within each group, implying that different observatories of the same
group do not uniformly observe the same attack events—consistent
with our earlier findings.While our trend linesweremore consistent
within the direct-path group the correlation analysis shows higher
values for the RA observatories.

We cross-checked our results by calculating the Pearson corre-
lation. It confirmed our results, even if correlation values varied

slightly: correlation was stronger among RA observatories and
weaker among DP observatories. Appendix F provides quarterly
pairwise correlations and similarly shows stronger correlations
among observatories that observe the same attack type.
Why does Akamai see different trends? The data from Akamai
Prolexic represents attack events from traffic that transited its AS.
Customers must own a prefix that can be rerouted through the
Prolexic AS for attackmitigation. This requirement will affect attack
methodologies and trends in their data. Netscout and the IXP also
observe with biasing characteristics. This reality is an inherent
challenge to understanding a competitive private sector landscape
with no standardized reporting of the analyzed phenomena.
Pandemic. As lockdowns drove people to spend more time on-
line [57], DDoS attacks increased and diversified [43, 54]. The ob-
servatories in our study saw an increase in both DP (Figure 2(b),2(e),
2(d), 2(c)) and RA (Figure 3(c),3(e), 3(a), 3(b)) attacks during 2020.

7 Analyzing DDoS Targets
Our trend analysis (§6) showed rough similarities within attack
types. We now examine how targets of DDoS appeared across ob-
servatories. During a 4.5-year observation period, IP addresses can
change owners while others rotate due to dynamic assignment. We
used the tuple (attack start date, target IP address) (see §5) to iden-
tify a target unless otherwise noted, and deduplicated the resulting
set, obtaining 28,474,161 distinct targets or 14,565,588 distinct IP
addresses.
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7.1 Attackers Often Chose One Attack Type
We first compared targets across observatories to answer the two
questions: (i) How many distinct targets did each observatory see?,
and (ii) how large was the target overlap between all four obser-
vatories? The UpSet plot [94] in Figure 7 answers both questions.
It shows the number of distinct targets (date, IP address) seen by
each observatory in the left bar plot. These shares are not exclusive,
i.e., they sum up to more than 100% of distinct targets. The top bar
plot quantifies the target intersections, i.e., the targets exclusively
observed by the combination of observatories marked in the matrix
below. Each bar shows absolute counts and additionally displays
its share among all distinct targets at the top.

Both honeypots (HP) saw nearly the same number of targets (left
bars: roughly 48%). ORION saw an order of magnitude fewer targets
than the HPs and six times fewer than UCSD, which monitors 22
times more IP addresses.

Hopscotch and AmpPot each uniquely observed ≈21% of all tar-
gets and another 25% together (three yellow bars in the top bar
plot), more than the respective individual shares. UCSD had the
highest share of uniquely observed distinct targets (>26%). The
limiting factor for a larger overlap is the low target count observed
by ORION. Except for UCSD (14%) the share of overlapping targets
across observatories of the same kind (NT: UCSD & ORION, HP:
AmpPot & Hopscotch) was over 50% (AmpPot 57%, Hopscotch 56%,
ORION 87%). AmpPot, for example, shared 57% of the targets it
observed with Hopscotch. For reflection-amplification attacks, this
means that attackers likely selected reflectors from multiple HPs.
Still, both honeypots observed a significant share of exclusive tar-
gets. Randomly-spoofed DoS attacks that produce enough packets
to be visible in ORION are likely to produce enough packets to
appear in larger telescopes. But even with its size, UCSD NT did
not observe all targets.

Nawrocki et al. [117] examined the effect of different attack
definitions used by honeypots and found a 15%–45% difference in
attack targets. Our data sets are based on already processed traffic
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Figure 8: Target tuples (date, IP address) observed by all four
observatories (ORION, UCSD, Hopscotch, AmpPot) during
ourmeasurement period, summedup perweek. These targets
reflect the 0.55% right-most set in Figure 7. The dashed line
counts new targets as CDF on the right axis.

data, which does not allow us to make statements about the effect
of attack detection thresholds.
Highly-visible targets. A small fraction of targets (1.57%) was
affected by multiple attack types, a third of these (0.55% or 155,663
targets or 97,470 distinct IP addresses) at all four observatories.
Figure 8 shows the time series of these 0.55% targets as a stacked
area plot (left axis). The blue area signifies new targets, i.e., IPs seen
for the first time, while the orange area counts recurring targets.
The dotted line plots target growth over time as a CDF (right axis).
The four observatories continuously saw new shared DDoS targets,
most of which appearing between 2020Q4 and 2021Q2. This time
series does not resemble any individual trend line (Figure 2 and 3),
but honeypots saw periods of higher attack counts during these
times. Leaving out the relatively small ORION, the three remaining
observatories saw an additional 0.28% overlapping targets (50%
more). This still adds up to fewer than 1% of all targets (Figure 7).

The largest share of highly-visible targets belonged to OVH
(AS16276, 18.8%), followed by Hetzner (AS24940, 5.1%) and Amazon
(AS16509, 2.69%). Including these three, 7 of our top 10most targeted
ASes belong to hosters. Hosters usually offer DDoS-protection-as-
a-service, which may lead attackers to use multiple attack vectors,
e.g., RA and DP attacks, to overcome defenses.

In a two-year study (2015-17) Jonker et al. [76] examined the
overlap between AmpPot and UCSD NT. They found 4.5% (282k)
shared IP addresses, half of which were hit by attacks at the same
time. In our data, this overlap is lower, i.e., 1.18%–2.9% of the IP
addresses. Jonker et al. also saw OVH as the main target (12.3%),
followed by China Telecom (14th largest share of targeted IPs in
our data) and China Unicom/AS4837 (7th). See Appendix H for the
top 10 ASes by number of highly-visible targets.

7.2 Target Overlap with Industry
Netscout. We extended the target overlap analysis to industry with
a focus on federated attack inference. Netscout compared targets
from academia (Figure 7) to their baseline data set—constituting
approximately 28% of all Netscout alerts. The shares of confirmed
targets are presented in Figure 9. There are important caveats
when comparing Netscout and academic attack observations. First,
Netscout’s anonymized data limits complete confirmation. Second,
Netscout excludes attack alerts below the product-defined “medium”
threshold, which may prevent confirmation of less severe attacks
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confirmed by industrial baseline data from Netscout. Super-
sets are shown in Figure 7. Netscout baseline data shows the
largest relative overlap with the targets seen by all four ob-
servatories. These are likely large, multi-vector attacks.

seen by academic observatories. Lastly, Netscout observations are
made at intermediate systems on network paths of customers that
contribute alert feedback as opposed to the endpoint nodes that are
party to all attack events observed. Netscout targets had a 2%-6%
overlap with each individual observatory, but a 20% overlap with
the set of targets seen by all academic observatories, i.e., 20% of
the 0.55% in Figure 8. Larger, multi-vector attacks were more likely
seen from all vantage points.

We assessed how many targets inferred by Netscout were also
observed by academia. With 23% of the baseline data set this is
a substantial but partial view. No academic observatory indepen-
dently saw all shared targets, with overlaps of 15.2%, 13.6%, 5.7%,
and 3.1%, respectively. This intersection analysis compares attack
type-specific observatories with all DDoS attacks as observed by
Netscout, which generally will result in lower intersections.
Akamai. The overlap analysis with targets in the network prefix
of Akamai showed minor overlaps (<0.25%), about 100× lower
than Netscout. See Appendix G for a detailed plot. A small overlap
is consistent with the focus of the Akamai dataset on their ASN,
which advertises a subset of prefixes on the Internet. Together,
academic research observatories saw 33% of the Akamai target set.
Both honeypots saw a larger share of the targets (≈20%) than the
respective telescopes (≈7%). These findings underscore the value
of federated DDoS inference.
Previous work. Nawrocki et al. [117] found a 3% overlap in targets
between Hopscotch (RA) and a commercial DoS mitigation provider
(RA) (Nov 21 and Jan 22). Figure 9 shows a similar ≈3% overlap
between Hopscotch and Netscout, which is a lower bound as mixed
attack type shares are not considered. A 7-month study in 2019-
20 [82] found 33% overlap of targets between IXP blackholing and
honeypot observations.

7.3 Target Overlap over Time
Figure 10 shows the overlap in observed targets per day (summed
up per week) between telescopes and honeypots. Blue and orange

are the respective observatories while the green line marks the
overlapping subset.
Telescopes. The telescopes observed 32.23% of all targets, 95%
(30.66%) of these only the telescopes observed Figure 10(a). Matching
the observation from Figure 7, UCSD observed most targets seen
by ORION. Unlike their trend graphs (Figure 2(a), 2(b)), their target
lines show similar behavior: a downward trend towards 2020, an
upward trend until 2021Q3, and a low point at the turn of 2023
followed by a small upward trend. The UCSD line has many more
spikes. The high in mid-2021 also appears in the attack trend graphs
(Figure 2(a), 2(b)).
Honeypots. Both honeypots (HP) saw the same order of magnitude
of targets (Figure 10(b)). Their observations add up to 69.33% of
all unique targets and 67.76% of targets they observed exclusively.
While the shared targets were usually a subset of both HP target
sets, there was a period from mid-2021 to mid-2022 where AmpPot
observed most of the targets seen by Hopscotch.

The target graphs show a similar behavior to the respective
attack trends (compare Figure 3(a), 3(b)). We marked the DDoS
takedowns once more with red dotted lines. All observatories saw a
small valley around the first takedown, followed by a rise in targets.

An attacker must select a honeypot as a reflector for that hon-
eypot to observe the attack. Differences in protocol support across
honeypots will affect the composition of attacks they see. As an
example, AmpPot observed more targets attacked via CHARGEN
while Hopscotch saw more targets attacked via CLDAP until mid-
2020. For protocols such as QOTD, RPC, and NTP both had largely
overlapping target sets.

8 Related Work
The last decade has yielded a vast range of DDoS studies, of which
we can only present a snapshot here.
Attack characterization. Studies have characterized DDoS at-
tacks [76, 82, 157] as well as abusable protocols [89, 91, 114, 115,
118, 140, 155, 158, 175]. They quantified the state of amplifier de-
ployment [116], identified scan infrastructure [86], and booter ser-
vices [87], measured the adoption of DDoS services [78] enabling
flow telemetry-based traceback [88], examined detection meth-
ods [15, 104, 137], quantified attacks [16, 62, 65, 76, 167], discovered
new attack vectors [17, 19, 82, 83, 110, 112, 115], and criminal tech-
niques, tactics, and procedures (TTPs) [66, 69, 70, 83]. Few research
efforts moved beyond a single class of attacks [76, 77] or arrived
at insights by studying the overlap between independent datasets
[117]. To our knowledge, we provide the first comprehensive, lon-
gitudinal trend analysis of the two most concerning DDoS attack
types, enabled by vantage points from research and industry.
Mitigation. Prior studies have focused on proactive measures
and reactive responses. These include the efficacy of operational
controls, such as blackholing [71, 77, 113, 177], traffic engineering
[154], or anycast [109]. Other work measured the adoption of pro-
tection techniques and resulting resilience [78, 154], and explored
mitigation options in improved protocol design [155], collaborative
detection and response [88, 176], and law enforcement interven-
tion [31, 83, 106]. Our work analyzed attack trends, which informs
where to focus mitigation techniques.
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Figure 10:Weekly observed targets (unique per day) for telescopes (a) and honeypots (b) and respective overlapping observations.

Open challenge. A graphical taxonomy of recent related work
is presented in Appendix C. While each study contributes to the
overall DDoS landscape, our community has not yet arrived at a
common and comprehensive understanding of DDoS. We aim to
narrow this gap with our data-driven analysis involving multiple
communities, and advocate steps to support a science of DDoS
assessment in the future.

9 Implications for Public Policy
Persistence and prevalence of DDoS poses a systemic risk to the
ecosystem, and researchers and operators do not understand the
current extent of harms or effectiveness of mitigations. The breadth
and scope of this study suggests the inherent limits to what the
academic community can provide on its own.

Growing awareness of the obstacle of opacity has motivated
governments to advocate for more transparency. The EU NIS2 di-
rective (2021) requires essential and important entities to notify
their competent authority of any incident that “significantly im-
pacts” provision of their service [51]. Similar U.S. regulations are in
discussion [44]. These developments offer an opportunity to inform
consideration of how mandated data sharing of DDoS incidents
could occur to ensure its utility to the regulatory objective.

In particular, mandated reporting does not usually involve pub-
lishing the information or even sharing it with independent re-
searchers for study. Peer-reviewed research that concretely sub-
stantiates the need for specific frameworks for data sharing will
be essential to ensuring academics can contribute to public pol-
icy efforts to advance Internet security. Unexplored details include
many that we directly address in this paper: definition of incidents
and their impact; data formats to accommodate comparisons; dis-
closure controls technologies and access policies to allow rigorous
independent analyses. We hope this work can guide regulators to
consider (and facilitate) the role of academic research in informing
and leveraging reporting regulations that can advance scientific
understanding of the DDoS landscape.4

Measurement of spoofing. Spoofing persists as a key vector
of DDoS attacks, and remediation of this vulnerability requires
knowing which networks allow spoofing. Attempts to measure
source address validation (SAV) have struggled with sustainability
for decades, e.g., [97]. Efforts to internalize this negative externality

4A shorter term goal for industry transparency would be for companies or a third
party to publish and share historic versions of industry reports, rather than only the
most recent, sometimes limited in distribution.

– “naming and shaming”, procurement guidelines, voluntary code
of conducts – have had limited impact [96].

We see two paths forward. First, a requirement for transparency
regarding SAV deployment, similar to other recent ISP transparency
requirements [172, 173]. This direction would require a sustained
operational measurement infrastructure to support auditing and
impact assessments. Although long controversial, the RIPE Atlas
measurement system could support such measurements [2]. Sec-
ond, industry and governments could collaborate to promote SAV
measurement capability as a default on end user equipment, a com-
promise on making SAV deployment itself a default.
Availability measurement. Breaches of confidentiality are now
accepted as sufficiently important to mandate reporting, but regula-
tory attention to requiring data on availability is in early stages.5 A
non-governmental approach could rely on financial sector auditors,
e.g., PCI-DSS, to add availability to its auditing framework.

10 Summary and Future Work
We provided the first comprehensive, longitudinal view on direct-
path and reflection amplification attacks, two dominant classes
of DDoS attacks that threaten Internet infrastructure. Our results
document joint forces of academia and industry sharing data across
institutional boundaries. We included all datasets that were made
available to us, covering far more attacks than any other study.
Our approach to synthesizing datasets expanded beyond prior ef-
forts in five dimensions: number of macroscopic datasets (nine),
observation window (4.5 years vs months or even 3 years in pre-
vious works), multiple types of DDoS attacks, volume and usage
restrictions of data (which required substantial cooperation across
institutions in processing and normalizing data), and a new method
to facilitate sharing by industry. Beyond the synthesis of datasets,
our work reinforced findings that previous studies have serious vis-
ibility limitations, which provide the strongest empirical grounding
to date for regulatory framing to share data.

Our artifacts include a living compilation of facts from indus-
try reports characterizing DDoS phenomena in 2022-2023, and a
mindmap taxonomy of academic DDoS studies over the last few
years (Appendix B). The next step is to motivate others who have
DDoS data to contribute to our effort to establish and maintain a
holistic view of the DDoS ecosystem, following this blueprint.

5In the UK, consumer ISPs must reimburse customers £9.33 for each calendar daywhere
the service is unavailable [170], telecoms providers must notify Ofcom of availability
incidents [139], and banks must notify the Financial Conduct Authority [10].
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Table 3: List of documents assessed.

Company Included Omitted

A10 [1]
Akamai [4, 5]
Alibaba Cloud [6]
AWS [11]
Arelion [9]
Cloudflare [26] [25, 27–29]
Comcast [33] [32]
Corero [34] [35, 36]
Crowdstrike [38]
DDoS-Guard [41, 42]
F5 [53]
Fastly [55, 56]
Fortinet [59]
Huawei [72]
Imperva [73]
Kapersky [80] [79, 81]
LINK11 [95]
Lumen [99] [93, 98]
Microsoft [166]
NBIP [120] [119, 121]
Netscout [124] [122, 125]
NexusGuard [130] [129]
Nokia [134] [37, 132]
NSFocus [136] [133]
Palo Alto [141]
Qrator [148] [145–147]
Radware [149]
RioRey [153]
Splunk [164]
Zayo [180] [179]

B Artifacts
We contribute two artifacts that categorize related work on DDoS
attacks. We believe this work can serve the community as a refer-
ence.
Industry: DDoS report survey. Throughout the DDoS industry,
companies report on their observation on DDoS attacks. We present
a deep dive into reports released around 2022 in §3 alongside sup-
plemental materials in Appendix E and online [13].
Academia: related work taxonomy. Work on DDoS in research
has been extensive. §8 presents a condensed overview that is sys-
tematically categorized based on research field and data sets in
Appendix C.

C Taxonomy “Mindmap” of DDoS Literature
We provide a graphical (“mindmap”) taxonomy of the extensive
relevant literature in the last few years on the two dominant classes
of attacks that we study (Direct-Path and Reflection/Amplification
attacks). Figure 11 illustrates the many dimensions of the problem
that have received focused attention. The figure is not exhaustive –
there are hundreds of other papers on DDoS, which we expect will

mostly fall within the themes included within this taxonomy. Our
takeaway from this analysis is that while there is an abundance
of research activity related to DDoS, there is little effort to find a
convergent position on how effective current defenses are against
the threat.

D Honeypot: NewKid
Figure 12 shows attack counts observed by the NewKid honeypot,
which consists of a single sensor whose observations are erratic,
although still reasonably consistent with the macroscopic data sets
we analyzed. For example, periods of high attacks around mid-2020
and mid-2022 match peaks in attacks observed by Hopscotch Fig-
ure 3(a) and AmpPot Figure 3(b).

E Summary of Industry Reports
Table 3 lists vendors that published reports, and highlights the re-
ports we discuss in this paper. We created an extensive table [13]
containing information we extracted from industry reports. The
table is a living artifact of this work; we invite interested commu-
nity members (including report authors!) to expand the table with
additional reports, or annotations of existing reports. We imagine
this table as a potential tool to support pursuit of some measure
of community consensus regarding the DDoS ecosystem. Further,
we hope it provides some incentive for industry players to engage
in conversation to elucidate their results. An accompanying git
repository [13] contains the table in PDF and other formats and all
the files used as sources for our analysis.

The columns in this comprehensive table [13] include: ven-
dor, Document Description, title, format, period of analysis, attack
counts, reflection/amplification vectors, direct path vectors, other
vectors, changes during 2022, attack duration/size, attack intensity,
carpet bombing, multi-vector, target, vantage points/sources.

F Quarterly Correlations
§6.3 discusses the correlations of long-term trends and summa-
rizes them in Figure 6. Figure 14 shows a coarse-grained view on
pair-wise correlations. Each box summarizes quarterly Spearman
correlations (18 values over 4.5 years) for the pair of observatories
marked in the matrix below. Vertical bars mark the median and the
circles the mean. The coloring scheme matches the UpSet plots in
§7, blue: direct-path observatories, yellow: reflection-amplification
observatories, and red: correlations across attack types.

Most correlations are not stable across quarters, i.e., the whiskers
cover a large part of the possible correlations (-1 to +1). Two ex-
ceptions are the pair AmpPot & IXP Blackholing (RA) and the pair
Akamai Prolexic (DP) & Akamai Prolexic (RA), which only have
outliers in the anti-correlation range, but generally show a high
correlation with each other.

The whiskers for box that correlate observatories of the same
attack type tend to have less variance. While they reach less into
anti-correlations overall, they often mix periods of correlation and
anti-correlation. The boxes formixed correlations tend to be focused
more around 0, although the DDoS mitigation services (Netscout,
Akamai) both show higher correlations among their own two time
series.
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DDoS

Countermeasures

Notification

2014, [90]

Protocol Design

2014, [155]

Operational controls

Filtering

2021, [82]

BGP

2018, [71]

DNS

2020, [159]

2018, [111] (resilience
characterization)

Black holing

2022, [177]

2019, [113]

2018, [71]

2018, [77]

Traffic Engineering

2022, [154]

Anycast

2016, [109]

Protection Service

2016, [78] (adoption
measurement)

Joint detection/defense

2021, [176] (effec-
tiveness of sharing)

Traceback

2021, [88] (BGP)

Law Enforcement/Cleanup

Booter Takedown

2019, [83] [31]

Messaging

2019, [31]2023, [106]

Amplification

Characterization of
abusable protocols
and networks

2014, [90]
2014, [91]

2021, [114] ;
2022, [118] (QUIC)

2014, [155]

2021, [116] (number
of amplifiers)

2021, [175] (DNS domains)

2017, [158] (DVMRP)

Attack analysis

Characterization

2023, [157]

Historical
overview

2014, [89]

Quantification
of attacks

2017, [16] (adversary classes)

2015
[84] ; 2017,
[167] [76] ;
2018, [62]

2021, [176] (visibility)

2020, [65] (trip
over, resilience)

2017, [87] (linking attacks to booters)

Discovery of (new)
types of attacks/attack
landscape

2019, [19] (water torture)

2019, [83] (NTP)2020, [112] (scrubber)

2021, [82] (IXP)

2021, [115] (DNSSec)

2021, [110] (cyclic
dependency in DNS)

2021, [17] (reflection
attacks via TCP)

2022, [85]

Criminal TTPs

2019, [83] (booter services)

2021, [66] (DDoS as kill chain)

2022, [69] (scanning)

2022, [70] (log4j)

2016, [86] (identifying infrastructure)

Methodology Honeypots 2023, [117]

Key Research using
Honeypots:
Network telescopes:
On path data (IXPs):

Figure 11: Taxonomy of related work in DDoS.
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Rank Provider ASN Tuples Share

1 OVH 16276 28,769 18.80%
2 Hetzner 24940 7872 5.14%
3 Amazon 16509 4123 2.69%
4 Microsoft 8075 3125 2.04%
5 Google 396982 2898 1.89%
6 Cloudflare 13335 2427 1.59%
7 China Unicom 4837 2421 1.58%
8 Digitalocean 14061 2081 1.36%
9 Nuclearfallout 14586 1885 1.23%
10 Alibaba 37963 1847 1.21%

Table 4: Top 10 ASes that were observed in all our four re-
search observatories (ORION, UCSD, Hopscotch, AmpPot).
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Figure 12: Normalized attack trends observed by of the
NewKid honeypot. The peak in mid 2022 rises up to 33.
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Figure 13: Relative share of targets observed by academic
observatories and confirmed by industrial baseline data from
Akamai.

G Akamai Target Overlap
Figure 13 shows how many of the DDoS target tuples (date, IP
address) observed by academia (Figure 7) were also observed by
Akamai. Similar to Netscout (Figure 9) the shares were higher for
attacks visible at multiple observatories. These are likely highly
visible attacks.

H Overlap of Targeted ASes
Table 4 shows the top 10 ASes observed as DDoS targets (date, IP)
at ORION, UCSD, Hopscotch, and AmpPot (§7.1). All are labeled as

hosting ASes except for Microsoft (business), China Unicom (ISP),
and Alibaba (business).

I Detecting Carpet Bombing/Prefix Attacks in
Honeypot Data

Spreading one attack over many IP addresses (variously called “car-
pet bombing”, “prefix attacks” or “horizontal attacks”) makes it
more difficult to block, or even identify as a single attack. Hon-
eypots in particular struggle with this challenge because they are
generally comprised of many IP addresses, and attackers deploy a
range of strategies to select target IP addresses (randomized, sequen-
tial, bursty) and so honeypots may not observe even one packet
for every targeted address. Our approach to inferring (effectively
reconstructing) such attacks builds on prior work [167, Appendix
A-C] to aggregate attacks within the same IP prefix. Our method
essentially finds the longest BGP-routed prefix (from /11 to /28)
that covers the attack.

Our approach does not aggregate attacks that span multiple IP
address block allocations (from Regional Internet Registry (RIR)
data). This means that when an attacker targets many blocks of
IP addresses that are allocated to the same AS, because they are
targeting an ISP rather than a customer, this is recorded as many
attacks rather than a single attack. Such attacks targeted Brazil
using SSDP in mid-2022 causing the spikes in Figure 3(a) and 3(b).
Algorithms that detect attacks targeting entire ASes might remove
this noise. We provided the details of our algorithm in a script
we shared with the Cambridge Cybercrime Center for use in their
honeypot infrastructure; they will make it available to researchers
on request [24].

J RSDoS Inference from Network Telescopes
We provide implementation details and references for the RSDoS
analysis in §6. We used CAIDA’s Corsaro tools [162], which is based
on [107]. Corsaro uses a flow identifier to group packets into flows.
A packet threshold and timeout discern which of these flows are
part of an attack and when this attack stops.

(1) Flow identifier: The tuple (protocol, source IP) identifies
a flow. In code, packets are matched in two steps: (i) the
protocol selects a hashmap, (ii) the source IP identifies the
flow within it. Source and destination ports are aggregated
as part of the data rather than part of the key6.

(2) Threshold: To be considered an attack a flow must have a
minimum of 25 packets from a single source IP and last for
60 seconds. Additionally, an attack flow must (at one point)
meet a packet rate of at least 30 packets across a 60-second
window, which slides every 10 seconds7.

(3) Timeout: Corsaro counts packets in intervals of 300 seconds.
After an interval with no new packets an attack flow is
finished.8

6https://github.com/CAIDA/corsaro3/blob/master/libcorsaro/plugins/corsaro_
dos.c#L1014
7https://github.com/CAIDA/corsaro3/wiki/DoS-Plugin#configuration
8https://github.com/CAIDA/corsaro3/blob/master/libcorsaro/plugins/corsaro_
dos.c#L1251

https://github.com/CAIDA/corsaro3/blob/master/libcorsaro/plugins/corsaro_dos.c#L1014
https://github.com/CAIDA/corsaro3/blob/master/libcorsaro/plugins/corsaro_dos.c#L1014
https://github.com/CAIDA/corsaro3/wiki/DoS-Plugin#configuration
https://github.com/CAIDA/corsaro3/blob/master/libcorsaro/plugins/corsaro_dos.c#L1251
https://github.com/CAIDA/corsaro3/blob/master/libcorsaro/plugins/corsaro_dos.c#L1251
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Figure 14: Quarterly pair-wise correlations across observatories from academia and industry. Vertical bars mark the median
and the circles the mean.

Once both thresholds (packet count, packet rate) have been met
(at any point in the flow) that flow counts as an attack for the rest
of its lifetime. Any number of packets is enough to maintain it
until the flow times out because no new packets arrive. (We are

not sure why the authors evolved the code this way.) The default
values mentioned are explicitly set in the Corsaro config file used
in the analysis (https://github.com/CAIDA/corsaro3/blob/master/
libcorsaro/plugins/corsaro_dos.c#L1265)).

https://github.com/CAIDA/corsaro3/blob/master/libcorsaro/plugins/corsaro_dos.c#L1265)
https://github.com/CAIDA/corsaro3/blob/master/libcorsaro/plugins/corsaro_dos.c#L1265)
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